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DATA PROTECTION POLICY
Brundish Parish Council recognises its responsibility to comply with the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018. This legislation regulates how personal data is collected, stored, and used. Personal data does not need to be sensitive and can include information such as names, addresses, email addresses, and telephone numbers.
1. Data Controller and Contact Details
Brundish Parish Council is the Data Controller for the purposes of data protection law.

For any data protection enquiries, including Subject Access Requests, please contact:
The Clerk to Brundish Parish Council
Email: brundishparishclerk@gmail.com 
2. General Data Protection Principles
When dealing with personal data, Brundish Parish Council councillors and staff will ensure that:

• Data is processed fairly, lawfully, and transparently
• Data is collected for specified, explicit, and legitimate purposes only
• Data collected is relevant and limited to what is necessary
• Data is accurate and kept up to date
• Data is not kept for longer than necessary
• Data is kept secure and protected against unauthorised access, loss, or damage
3. Lawful Basis for Processing
Brundish Parish Council processes personal data under one or more of the following lawful bases:

• Legal obligation – where the Council is required to process data by law
• Public task – where processing is necessary to carry out the Council’s official functions
• Consent – where individuals have given clear permission for their data to be used
4. Storing and Accessing Data
The Council is open and transparent when collecting personal data and explains why the information is needed. Personal data may be held electronically or on paper and is stored securely. Electronic data is password protected and paper records are kept securely.

Personal data is only kept for as long as necessary and in line with the Council’s document retention policy. When no longer required, data is securely deleted or shredded.
5. Individual Rights and Subject Access Requests
Individuals have the right to access personal data held about them. Subject Access Requests (SARs) should be made in writing (by letter or email).

The Council will respond within one month and free of charge. Responses will explain:

• What personal data is held
• Why it is processed
• How long it is kept
• Who it may be shared with

Where a request includes information about other individuals, that information will be redacted unless consent has been obtained.
6. Confidentiality
All councillors and staff must treat personal data and complaints confidentially. Information will not be shared unless there is a lawful reason to do so or consent has been given.
7. Complaints
If an individual is unhappy with how their personal data has been handled, they should contact the Clerk in the first instance. Individuals also have the right to lodge a complaint with the Information Commissioner’s Office (ICO).

ICO website: www.ico.org.uk
8. Review of Policy
This policy was adopted by Brundish Parish Council on 7 May 2025.
It will be reviewed every two years, or sooner if legislation or guidance changes.

Reviewed and adopted at Brundish PC meeting on 21/01/2026
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